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3 See footnote 1 to § 350.1.

(6) Identification, navigation, and po-
sition fixing systems.

(7) Strategic C3 countermeasures.
(8) Air traffic control and airspace

management.
(9) Surveillance, warning, and recon-

naissance architectures.
(10) North Atlantic Treaty Organiza-

tion C3I architectures and systems.
(11) Information systems security.
(12) Intelligence programs, systems,

and equipment.
(13) National Communications Sys-

tem activities.
(14) Radio frequency policy and man-

agement.
(15) Mapping, charting, and geodsey.
(16) Integration and/or interface of

national and tactical C3I systems and
programs.

(17) C3I, IM, CI, and SCM career de-
velopment, including DoD foreign lan-
guage training.

(18) Information management activi-
ties.

(19) Counter-narcotics C3I activities.
(20) C3I, IM, CI, and SCM technology

programs and activities.
(21) Counterintelligence operations

and investigations policy and pro-
grams.

(22) Defense investigative activities,
to include personnel security inves-
tigations, unauthorized disclosures of
classified information, and polygraph
examinations.

(23) Security countermeasures activi-
ties, to include physical security, per-
sonnel security, industrial security,
and security classification and safe-
guards policy and programs.

(24) Operations security and
counterimagery security.

(25) Security-related research, in-
cluding personnel security and poly-
graph activities.

(26) Data and information systems
standardization programs, including
DoD-wide data administration.

(r) Perform such other duties as the
Secretary of Defense may assign.

§ 350.5 Relationships.
(a) In the performance of all assigned

duties, the ASD(C3I) shall:
(1) Report directly to the Secretary

and Deputy Secretary of Defense.
(2) Exercise direction, authority, and

control over:

(i) Defense Information Systems
Agency.

(ii) Defense Intelligence Agency.
(iii) Defense Mapping Agency.
(iv) Defense Investigative Service.
(v) Defense Support Project Office.
(vi) Intelligence Program Support

Group.
(vii) Defense Polygraph Institute.
(viii) DoD Security Institute.
(ix) Defense Personnel Security Re-

search Center.
(3) Exercise staff supervision over:
(i) National Security Agency/Central

Security Service.
(ii) Air Force and Navy Special Intel-

ligence Programs.
(iii) Electromagnetic Compatibility

Analysis Center.
(iv) Defense Courier Service.
(4) Coordinate and exchange informa-

tion with other OSD officials and heads
of DoD Components exercising collat-
eral or related functions.

(5) Use existing facilities and services
of the Department of Defense and other
Federal Agencies, when practicable, to
avoid duplication and to achieve maxi-
mum readiness, sustainability, effi-
ciency, and economy.

(6) Work closely with the Director of
Central Intelligence to ensure effective
complementarity and mutual support
between DoD intelligence programs, in-
cluding DoD programs in the National
Foreign Intelligence Program, and non-
DoD intelligence programs.

(b) ASD(C3I) acquisition-related ac-
tivities shall be subject to review by
the DAB in accordance with DoD Di-
rective 5000.1 and DoD Directive
5000.49,3 and shall be subject to the au-
thority of the USD(A) delegated by the
Secretary or Deputy Secretary of De-
fense.

(c) Other OSD officials and heads of
the DoD Components shall coordinate
with the ASD (C3I) on all matters re-
lated to the functions cited in this sec-
tion.

§350.6 Authorities.
(a) The ASD(C3I) is hereby delegated

authority to:
(1) Issue DoD Instructions, DoD pub-

lications, and one-time directive-type
memoranda, consistent with DoD
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